
The configuration needed to verify the validity of publicly issued qualified 
digital certificates used for digital signing in Adobe Reader

Adobe Reader allows you to verify the validity of publicly issued qualified digital 

certificates through LDAP and the points of distribution of the revoked certificates 

(CRL).  

The configuration needed to verify the validity of the digital signature using 

the Microsoft store (based on the default acceptance of the root certificates) : 

I. Open the EDIT menu and then select PREFERENCES 



II. Select the SECURITY menu from the list on the left and then click on

ADVANCED PREFERENCES 

III. Select the WINDOWS INTEGRATION tab



IV. Check the 3 boxes and then click OK twice in order to close the windows.

V. Click on the digital signature field in order for it to be automatically verified. 


